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Background 
The Health Insurance Portability and Accountability Act (HIPAA) Security Rule requires that covered 
entities and its business associates conduct a risk assessment of their healthcare organization. The Office 
of the National Coordinator for Health Information Technology (ONC), in collaboration with the HHS Office 
for Civil Rights (OCR), developed a downloadable Security Risk Assessment (SRA) Tool to help guide 
healthcare providers conduct a security risk assessment as required by the HIPAA Security Rule. We have 
used this tool to conduct a risk assessment. 
 

  



Section 1, SRA Basics

Threats & Vulnerabilities

No Threats and Vulnerabilities were selected or rated in Section 1.

Section 2, Security Policies

Threats & Vulnerabilities

No Threats and Vulnerabilities were selected or rated in Section 2.

Section 3, Security & Workforce

Threats & Vulnerabilities

No Threats and Vulnerabilities were selected or rated in Section 3.

Section 4, Security & Data

Threats & Vulnerabilities

No Threats and Vulnerabilities were selected or rated in Section 4.

Section 5, Security and the Practice

Threats & Vulnerabilities

No Threats and Vulnerabilities were selected or rated in Section 5.

Section 6, Security and Business Associates

Threats & Vulnerabilities

No Threats and Vulnerabilities were selected or rated in Section 6.

Section 7, Contingency Planning

Threats & Vulnerabilities

No Threats and Vulnerabilities were selected or rated in Section 7.
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